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SQL Database Access Request


This application will request access to the University of Toledo MS SQL administrative databases for analysis and reporting.  To complete the form, fill out the Applicant Information section and obtain the appropriate signatures in the Departmental/College Authorization section.  Put a check in the box of the system to wish to have access to on page two, and forward this form to the appropriate Data Custodian for that system.  The Data Custodian will then forward the form to the Security Administrator.  Incomplete forms will be returned to the applicant.

	Applicant Information

	Name:
	

	UTAD ID:
	

	College/Department:
	

	Title/Position:
	 

	Building and Room Number:
	

	Office Telephone Number:
	

	E-mail Address:
	

	Detailed Reason for requesting access (attach additional pages if needed):
	

	Departmental/College Authorization

	Director/Department Head:
	Sign:                                                       Date:

	Data Administration Office

	Authorization:
	Sign:                                                                 Date:



COMPUTER USAGE POLICY

Applicants who are granted privileges of access to the University of Toledo's data warehouse and database systems must abide by the rules contained in The Family Educational Rights and Privacy Act (FERPA), the Health and Insurance Portability and Accountability Act (HIPAA), an in the University of Toledo's policy on Responsible Use of Information Technology when using University of Toledo data.  Applicants are expected to attend the appropriate FERPA, HIPAA and system (FRS, HRS, SAM, SIS+) training sessions prior to using any data obtained from these University systems.

For FERPA and SIS+ training, contact Sharon Schafer.
For FRS training, contact Pam Beck.

For SAM training, contact Debra Knapp.

For HIPPA training, contact Lynn Hutt
Sign and date below only after you have read the University's Responsible Use of Information Technology policy and if you agree to abide by the policy's regulations and the FERPA and HIPAA guidelines.
Applicant Signature: _________________________________
   Date: ______________
________________________________________________________________________________________________________________

* NOTE:  Software Requirements: Your PC must have the Microsoft SQL Client Installed and Microsoft Access for report development and usage.  Please schedule the installation of this software with Information Technology Client Services Group (ext. 3644).

*NOTE:  After obtaining all signatures, forward to Data Security Administrator UC 1800 Mail Stop 202 

	Administrative System Security Administrator
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	Enterprise System\ Application
	Data 
Custodian
	Phone
	Mailstop
	Signature

	
	ADM
	Nancy Hintz
	530-5728
	306
	

	
	FRS
	Pam Beck
	530-1372
	454
	

	
	HRS
	Henry Marshall
	530-1484
	205
	

	
	SAM
	Debra Knapp
	530-5830
	314
	

	
	SIS
	Sharon Standifer
	530-4836
	322
	

	
	BRS
	Brenda Holderman
	530-5780
	331
	

	
	HSG
	Elaine Turner
	530-7262
	519
	

	
	GRD
	Michelle Arbogast
	383-4113
	1042
	

	
	UT_Apps
	Dominic D’Emilio
	530-3673
	202
	

	
	AcadRepos
	John Cavins
	383-3986
	1079
	

	
	RGA
	Jamie Van Natta
	383-6651
	1079
	

	
	SIS - HSC
	John Cavins
	383-3986
	1079
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